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2) 

5. Offshoring magnifies existing risks and creates new and often poorly

understood or addressed threats to national security, business property and

processes, and individuals’ privacy. While it is unlikely these risks will deter

the growth of offshoring, businesses and nations should employ strategies to

mitigate them.

This recommendation is very straight forward and full of common sense.  When businesses do business the general strategy is to do a risk-analysis on legal issues both domestically and abroad.  Often a war-chest may be implemented to deal with financial issues resulting from the business strategy colliding with the legal framework.  Clearly this is made more difficult when the business strategy crosses different legal systems, as the different systems may not mesh well in many cases.  Consider the conflicts that have occurred between the EU and the USA.  The EU data directive effectively makes data the property of the individual and has strong limitations on companies handling the data in different legal jurisdictions (USA).  The details are not important however it is obvious that the strategy of reselling customer information to 3rd parties that is trivial in the USA is far more difficult when a country does business in the EU.  Now consider the difficulty the USA has had in collecting airline passenger information from the EU even in the name of national security.


Regardless of where you stand, it is impossible to not acknowledge the asymmetries in risk and liability in a global economy with different legal frameworks.

3) Overall from my perspective, as a citizen of the USA, I found it interesting that the report did not stress IT labor compensation as a significant issue in the debate.  While working in the private sector I noticed that friends who had equivalent technical skills could be separated by roughly a factor five in terms of compensation depending on many factors including the negotiation skills of the individual and the profit potential of the company on a per employee basis.  Further, the goal of any individuals was to be compensated at similar levels to their peers driving the salary range up as they were in demand.  I had a friend refuse jobs while unemployed simply on the basis of the salary being lower than expected.  His justification was, “if I accept this job it’ll make getting back to my original salary harder.” 

The compensation differential told me that for better or worse, many individuals were over compensated.  This was born out as other nations brought their technical expertise to levels were individuals were competitive with individuals in the USA, only they required far lower compensation.  Businesses always attempt to maximize profits while minimizing costs; therefore it is natural that many positions were offshored.


So my question is, “why isn’t one of the recommendations: IT employees in countries where jobs are being offshored may need to reduce their salary expectations” ?

4) A recent article in NetworkedWorld (http://www.networkworld.com/news/2006/102006-infosys-staff.html) to me is showing cracks in the outsourcing model.  The article is about how an IT Services company in India (Infosys) is fighting to keep its talent pool form other competing companies.  Interestingly, they maintain competitive salaries (>= competitors) and have setup a state of the art facility that pamper the employees in what on the surface appears to be a strategy similar to google.  This seems all to be a play to keep the best employees while handling the issues of dealing with the time zone differential to the USA.  Perhaps my comment on salary differential as being a problem is only temporary as companies may find themselves facing a talent pool demanding higher and higher salaries until the competitive advantage of outsourcing will be minimized.  The question is, will this happen before the USA needs to seriously adjust its own hiring and compensation strategies to compensate?
